Risk Management Policy

SG

Business Technology Made Easy

CSG Limited (ACN 123 989 631)
Adopted by a resolution of the Board on
7 March 2007 and amended by resolutions on
19 June 2014 and 24 March 2015

CSG Limited ACN 123 989 631



1.1

1.2

1.3

2.2

23

CSG

Business Technology Made Easy

Purpose and scope of this Policy

CSG Limited (CSQG) is committed to managing its risks in a consistent and practical manner.
Effective risk management is directly focussed on the achievement of organisational
objectives and helps ensure CSG delivers on its strategic goals in alliance with its vision and
values.

In its governance role, and particularly in exercising its duty of care and diligence, and
associated legal duties, the Board is responsible for ensuring that appropriate risk
management policies and procedures are in place to protect the assets and undertaking of
the company. This Risk Management Policy (Policy) is adopted to ensure fulfilment of those
duties and responsibilities.

This Policy shall apply to all CSG functions, projects, activities and alliances undertaken by
its employees, contractors and consultants.

Policy

Underpinning this Policy, the Board adopts an active approach to risk management which
recognises that CSG is engaged in activities, which necessarily demand that CSG take
certain usual business, entrepreneurial and operational risks.

Accordingly, and in the interests of the enhanced performance of CSG, the Board embraces
a responsible approach to risk management, as a risk-aware organisation, and not a risk-
averse one. The Board requires the CEO to ensure that an approach to managing risk is
implemented as part of the day to day operations of CSG, identifying and managing the
material risks in the following categories as a minimum:

2.2.1  corebusiness and strategy risks;

2.2.2 operational and commercial risks;

2.2.3 risksassociated with the regulatory environment in which CSG operates;
2.2.4 legal and contractual risks;

2.2.5 financial risks; and

2.2.6 governance risks (includes legal and ASX listing compliance).

Separate Risk Management Plans for these areas may be developed as required with a
view to ensuring that, rather than being a complete and stand-alone document, CSG’s
risk management plans are part of CSG’s day to day business and project decision-
making. In particular the Board requires that the CEO link risks to the strategic plan of the
organisation. This process should identify the organisation's risks appetite and tolerance,
identify the links with other business initiatives, i.e. outsourcing, assure the security of
CSG’s assets and assure the robustness of the business model.

CSG's approach to prudent risk management does not require that all risks be identified
and eliminated, but that procedures are in place to identify and document material risks
and, where the likelihood and/or consequences of such a risk occurring so demand, that
steps be taken to minimise, eliminate or transfer that risk.
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2.4 Specifically, in managing risk, the Board and Management are to adhere to the following
principles:
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When considering new strategies or projects, management is to analyse the major
risks of those opportunities being secured or being lost, and will consider
appropriate strategies for minimising or mitigating those risks where they are
identified.

Ensure that the application of risk management practices adds value to CSG.

Ensure that management is aware at all times that they are responsible for
maintaining an adequate framework of internal control which supports the
management of risk.

CSG will, where thought prudent by the CEO, the Chief Financial Officer, or the
Board, take appropriate external advice to determine the best way to manage a
particular risk.

Financial risk will be managed by the whole of the Board working closely with the
CEO and the Chief Financial Officer, to ensure:

e thatthe financial statements and other financial reporting are rigorously
tested prior to submission for audit; and

e thatthe transfer of potentially damaging events to third parties (i.e.
insurance and other contractual arrangements) is arranged where
applicable.

CSG's approach to risk management, and the effectiveness of its implementation, is
to be:

e asaminimum in accordance with the Australian and New Zealand Standards
AS/NZS 31000:2009, which provides a generic guide for the establishment
and implementation of the risk management process including the
identification, analysis, evaluation, treatment and ongoing monitoring of risks;
and

e reviewed formally at least annually by the Board.

The Board, before it approves the financial statements for a financial period, will
receive from its CEO and CFO a declaration that, in their opinion, the financial
records have been properly maintained and that the financial statements comply
with the appropriate accounting standards and give a true and fair view of the
financial position and performance of the entity and that the opinion has been
formed on the basis of a sound system of risk management and internal control
which is operating effectively.

The Audit Committee will:

(a) review CSG'’s risk management framework at least annually to satisfy itself that it
continues to be sound; and

(b) disclose, in relation to each reporting period, whether such a review has taken
place.

The Board will assess and disclose whether it has any material exposure to
economic, environmental and social sustainability risks, and if it does, how it
manages or intends to manage these risks.
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3 Accountabilities and responsibilities
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Board - The Board is responsible for the strategic and operational effectiveness of the
organisation. The role of the Board therefore includes:

e Approval of this Policy.

e |dentification of key strategic risks.

e Holding groups and individuals accountable for fulfilling their roles and
responsibilities under this Policy.

e Understanding and monitoring the status of the principal risks and
uncertainties facing the organisation.

e Promoting the policy across the organisation and publicising and rewarding
good risk management.

Audit Committee - The Audit Committee has oversight for the risk management process
within CSG. This role includes oversight of, and embedding of, risk management practices.
Accordingly, and consistent with the Audit Committee Charter, the Audit Committee is
required to:

e Review the effectiveness of the agency’s risk management framework and
processes for identifying, monitoring and managing significant business
risks, including fraud.

e Review risk management and mitigation strategies.

e Satisfyitself that insurance arrangements are appropriate for the risk
management framework, where appropriate.

e Assess and contribute to the audit planning processes relating to the risks
and threats to the agency.

e Liaise with management to ensure there is acommon understanding of the
key risks to the agency. These risks will be clearly documented in a risk
register which will be regularly reviewed to ensure it remains up-to-date.

e Reporttothe Board on the level of risk exposure and effectiveness of the
risk management Policy.

Chief Executive Officer — The CEOQ is responsible for CSG establishing and maintaining an
appropriate system of internal control and risk management including overseeing the
performance of the Executive Team’s responsibilities.

Executive Team - The Executive Team is required to maintain the risk management
process (for example a risk register and periodic monitoring and reporting). Key risks must
be identified, documented and updated at least bi-annually. The format and process for
this is not mandated however the processes and terminology outlined in the Risk
Management Guideline (i.e. the consequence and likelihood ratings) must be used to
ensure a like for like comparison of key risks. The Executive Team must contribute to a bi-
annual risk profile report.

General Counsel / Company Secretary - Is the owner of this Policy.

Employees - All employees are responsible for identifying and raising risks. Where an
employee identifies a risk to the business or operations this risk should be communicated
to a manager. Where this risk is significant enough to be included on the risk register it
should be recorded and responded to in accordance with CSG’s risk management
procedures.
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4  Procedures and guidance

41 The General Counsel / Company Secretary is accountable and responsible for creating all
procedures and supporting guidance to support the implementation and operation of risk
management within CSG including a Risk Management Guideline.

Frequency of review

5.1  This Policy will be reviewed annually, as required by the Board or the Audit Committee, or
after a significant change in general approach, legislation or regulation to ensure its currency,
relevance and accuracy.

6 Distribution
6.1  This Policy will be available to all staff.
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